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1. OVERVIEW - SCOTIABANK OPPOSES THIS APPLICATION FOR LEAVE

(a) Summary

1. The Bank of Nova Scotia (“Scotiabarik™) vigorously opposes this application pursuant to
Section 103.1 of the Competition Act for leave 10 apply for orders under Sections 75 and 77 of

the Competirion Act.

2. The Applicants have failed 10 satisfy the grounds upon which Jeave might be granted
under s. 103.1(7) of the Comperition Act. There is no reason for the Tribunal 10 believe that the
Applicants are directly and substantially affected in their business by any practice referred to in

s. 75 or 5. 77 of the Competition Act.

3. The Applicants, B-Filer Inc. (“B-Filer”), B-Filer Inc. doing business as GPay Guaranteed
Payment (“GPay”) and NPay Inc. (“NPay”) are operating in conjunction with UseMyBank Inc.
(“UseMyBank”) as a single business enterprise under the direction and control of the Affiant on

behalf of the Applicams, Raymond Grace.

4. The business enterprise of the Applicanis js one for which Scotiabank s not prepared to
allow i1s accounts and services 10 be used. The Applicants seek accounts and services which
Scouabank does not provide. Further, the Applicants seek those accounts and services on terms
which Scotiabank does not offer, and which are not offered by any Canadijan chartered bank.
The manner in which the Applicants have caused accounts 10 be opened at Scotiabank, and their
use of those accounts, violates numerous Scotiabank policies and rules and regulations by which

Scouabank is governed.

5. The following is a brief summary. The points made in this summary are expanded upon

in these Representations and supponed in further detail in the Affidavits of Robert Rosatelli and

David Metcalfe, filed on behalf of Scotiabank:
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prior to April, 2004, the Applicants had opened only 2 single account at

Scotiabank for the conduct of their combined business;

berween April, 2004 and March, 2005, the Applicants caused to be opened a
further 108 accounts at Scotiabank. The manner in which these accounts were
opened was in violation of numerous Bank policies. Further, Mr. Grace made
materia) misrepresentations upon which Scotiabank relied in permitting the

accounts 1o be opened;

Scotiabank was not aware of the true nature of the Applicants’ business until it
undertook an investigation of the Applicants’ business and accounts by reason of
a complaint of fraud in the ransfer of monies from a customer’s account at
another Schedule ] Chartered Bank 10 a GPay account at Scotiabank in or about

March, 2005;

as a result of the subsequent investigation, Scotiabank became aware that the
Applicants’ business was not as Scotiabank had understood it, but instead was an
unregulated Money Services Business, which Scotjabank, as 2 matter of policy,
does not permit its accounts 10 be used for, Further, the Applicants’ business
breaches numerous Bank policies and rules and gives rise 10 serious security

concerns;

the primary purpose of the Applicants’ business appears 10 be 1o facilitate the
ransfer of monies from the accounts of Bank customers in order 1o make payment
for off-shore iniermel gambling. Off-shore internet gambling businesses give rise
10 concerns with respect to Money Laundering and Terrorist Financing. Asa
result, Scotiabank, and other Canadian chancred banks. do not permit their

accounts 10 be uscd for such purposes;
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- further, in order 15 effect money transfers from bank customer accounts, the
Applicants require Bank customers to disclose to the Applicants the customer’s
confidential passwords and card numbers, 50 as 1o permit the Applicants to access
the customer’s account directly. This coniravenes the Bank’s agreement with its
customers, and raises vital concemns of Bank secunty. It also violates numerous
rules and regulations by which Scotiabank is governed, such as Canadian

Payments Association Rule E2.

6. For these reasons, in summary, Scotiabank cannot and will not allow accounts to be used
by the Applicants on the terms which the Applicams desire. Hence, with reference (o s. 75 of the
Comperition Act, there 1s no refusal to supply a product 10 the Applicants on usual trade terms.

: Rather, the Applicants seek a “product” or “service” on terms which are not available anywhere
in the market and which are incompatible with Bank system security.

(b)  Applicants’ Money Transfer Mcthods Breach Bank Security

7. The Applicants effect the ransfer of money from customers’ accounts in two ways.
Through both methods, the customer js required to breach security by disclosing his or her
confidentia) bank card number and Internet banking password.

Reference:  Affidavit of Robent Rosatelli, paras. 61 and 62

8. Using the first method, Scotiabank customers provide their confidential Internet pass card
number and password to UseMyBank. The Applicanis then enter into the customer’s Scotiabank

account as if it were the cusiomey and cause money 1o be transferred from the customer’s

Scouiabank account to GPay as a bill payee. As with all bill payees, money that is directed 10 the
bill payce on a given day is held in a Scotiabank suspension account until 8:30 p.m. each

evenming. The money 1s then rejeased from the Scotiabank suspension account and directed 10 the
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bill payees’ bank accounts. In 1he case of GPay, the money is directed 10 one of the Applicants’
numerous accounts at Scotiabank. In the meantime, the Applicants transfer money from their

current accounts at Scotiabank to the imended recipient, most often an off-shore casino.

Reference:  Affidavit of Roben Rosatelli, para. 61 and 62

9. The second method by which money is transferred involves customers who bank at
Banks other than Scotiabank. JHere too, the banking customer is required by the Applicants to
divulge his/her confidential bank card number and Internet password. The Applicants then enter
the customer’s Intemnet banking site and cause money 10 be e-mailed to the Scotiabank
MoneyManager accounts held by the Applicants. From the MoneyManager accounts, money is
ten transferred o the Applicants’ current accounts. In the meantime, the Applicants transfer
money from their current accounts 1o the intended recipient, most ofien off-shore Internet

£asinos.

Reference:  Affidavit of Robent Rosatelli, paras 61 and 62

(¢)  Termination of Banking Relationship with Applicants

10. By letters dated May 11, 2005 Scotiabank exercised its contractual right 10 terminate its
banking relationship with the Applicants on 30 days notice.

Reference:  Affidavit of Robert Rosatelli, paras. 111 10 114

11.  The decision 10 terminate the Applicants as customers of the Bank had nothing to do with
an antempt 10 reduce compeution in the on-line direct purchase market. Insiead, as a result of the
investigations undertaken in March 2005, Sconiabank's decision 1o terminate related solely to the

manner in which the Applicants’ are conducting their business, including:

(a) The Applicants require that customers of Scotiabank (and other Schedule )
Banks) disclose their bank card number and security imernet banking card
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password, contrary to the agreement between Scotiabank and its customers.
Maintaining confidentiality with respect 1o a customer’s online banking
password is central to the security of the online banking system. By revealing
their password, Scotiabank customers are exposing themselves 10 fraud in
relation 1o their Scotiabank accounts, for which they would be liable as a result
of the terms of the Cardholder Apreement between Scotiabank and its
customers.

(b) By reason of the disclosure of the customer’s bank card and the internet
banking password, the Applicants have the ability to, and do in fact, access
customers’ bank accounts direcily and effect transfers of money from
customers’ accounts. By conducting business in this way, it is the Applicants,
and not the banking customer, who are “authenticating” the transaction. This
is in breach of the Rules of the Canadian Payments Association, and in
particular, Rule E2.

©) The Applicants are facilitating bank customers’ funding gambling accounts at
off-shore internet casinos. Jtis illegal for a Canadian resident to place a bet
with an off-shore online internet casino.

(d)  The way in which the Applicants operate their business, by effecting transfers
from other customers’ accounts through the use of the customers’ online
banking password raises serious concems with respect to Money Laundering
and the Financing of Terrorist Activities.

Rcference:  Affidavit of Robert Rosatelli, paras 139 10 144

12, The service that is being operated by the Applicants is materially different from the
service that will be offered through Interac, which will allow Scotiabank customers, themselves,
to purchase merchandise using the customer’s own secure intemet banking website. In contrast,
the Applicants conduct their business by requiring disclosure of the customer’s internet banking
passwords so that the Applicants, not the customer, can effect transfers of funds directly from the

customer’s accounts.

Reference:  Affidavit of Robert Rosatelli, paras 122 10 133

13. Scotiabank's termination of the banking relationship with the Applicants arose, as well,
from the manner in which the Applicants caused their Scotiabank accounts 10 be opened, in

breach of bank policy. In particular:
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(a) The description of the Applicants’ business in the original account-opening form
in 1999 did not reflect the true nature of the business.

()  1Inless than one year, between April 2004 and March 2005, Raymond Grace
caused a further 108 accounts 10 be opened in the name of the Applicants, for
purposes of their combined business enterprise. He did so by material
mistepresentations made at the time of the account openings.

(c) It is contrary to Scotjabank policy for a “small business” customer to have so
many accounts opened for a single business enterprise.

(d)  Due 1o the size of the Applicants’ business, and the volume and monetary amount
of transactions as indicated in Mr. Grace’s own Affidavit, the Applicants do not
qualify under Scotiabank policy as a “*small business” and, therefore, are not
entitled to the accounts to which they assert entitlement, in any event,

Reference:  Affidavit of Robert Rosatelli, para 16

(d)  Material Non-Disclosure in Affidavit of Raymond Grace

14.  Raymond Grace, in his Affidavit filed on behalf of the Applicants’ Application for

Leave, has failed 10 disclose many obviously material facts. In particular:

- At no time does Mr. Grace disclose the true central method of operation of his
business, which involves requiring banking customers to divulge their
confidential internet password, so that the Applicants can effect transactions in the
banking customer’s accounts, just as if thev were the customer.

) Contrary to the assertions made by Raymond Grace in his affidavit as to the
business of GPay and NPay, an iniernet search of “UseMyBank” discloses that
the majority of the business transacted by UseMvBank involves the transfer
of funds 10 internet offshorc gambling sites. Gambling at internet offshore sites
is illegal in Canada. The involvement of Scotiabank’s accounts in these
transacuions gives rise 1o concerns about Money Laundering and Terrorist
Financing and imposes disclosure obligations on Scotiabank.

° Jn 2003, CIBC terminated GPay as an authorized bill payee to which CIBC
custorners could direct clectronic bill payments. GPay complained 10 the
Competition Bureau. The matter was investigated. In January 2004, GPay's
complaint was dismissed. It is noveworthy, therefore, that beginning in April
2004, Mr. Grace embarked on a course of action involving muhiple Scotiabank
accounts, presumably to replace the business facility that had been closed by
CIBC when GPay was terminated as a bill payee.

. The Applicants opened only one account at Scotiabank beiween 1999 and 2004,
Between April 2004 and March 2005, a mere 1] months, Ravmond Grace caused
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10 be opened over 100 Scotiabank accounts in the name of GPay, NPay and
B-Filer and caused gver 20 ScotiaCards to be issued to these companies,

- The Applicants failed 1o reveal that they have also commenced a civil action in
Alberta, and that this was done approximately ten days prior to the
commencement of their Competition Tribunal application. This gives rise to
concemns the Applicants are using the Competition Tribunal as part of their
litigation strategy.

15.  Scotiabank therefore submits that this Application should be dismissed, with costs.

11. THE PARTIES

16.  The Bank of Nova Scotia (“Scotiabank™) is one of Canada’s major Schedule I chartered
banks. Scotiabank began serving customers in the Halifax area in 1832. Since that time,
Scotiabank has grown to one of the Jargest Banks in Canada, with branches and offices in 50
countries aﬁd 48,000 employees worldwide,

Reference:  Affidavit of Robert Rosatelli, paras. 4 and 5

17.  Asone of Canada’s Schedule ] Banks, Scotiabank is regulated by the Bank Act.

Schedule I Banks, including Scotiabank, must meet strict regulatory requirements. Scotiabank’s
principal regulators in Canada are the Office of the Superiniendent of Financial Institutions, the
Financial Consumer Agency of Canada, and the Canadian Deposit Insurance Corporation.
Scotiabank js also subject 1o laws of general application within Canada, incJuding but not limited
10 the Canadian Paymenis Act, the Competition Aci, the Criminal Code, the Personal
Information Protection and Electronic Documenr Act, and the Proceeds of Crime (Money

Loundering) and Terrorist Financing Aci.

Reference:  Affidavit of Robert Rosatelli, paras. 610 9

J8.  One of Scotiabank’s paramount responsibilities is to keep customers’ {inancial and

personal information secure. The confidentiality of each customer's electronic sipnature, which
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includes the customer’s PIN and Iniemet banking password, is one of the cornerstones to
protecting the electronic banking system from fraud and thereby maintaining customer
confidence in the system,

Refcrence:  Affidavit of Robert Rosatelli, para. 10

19.  Raymond Grace is the President of NPay and B-Filer, B-Filer carries on business as
GPay. NPay, GPay, and UseMyBank are operating as a single business enterprise, operating as a
Money Services Business. By using customers’ Intemet banking passwords, the Applicants
effect rransactions from banking customers’ accounts to the Applicants’ accounts at Scotiabank.
The Applicants then transfer money 1o the imended recipient, most often 1o off-shore intemet
casinos.

Reference:  Affidavit of Robert Rosatelli, paras. 11 to 13; 35 to 40; 41 to 45

20.  Between Apri] 2004 and March 2005, Raymond Grace caused to be opened over 100
bank accounts and caused 10 be issued over 20 ScotiaCards 10 NPay, GPay, and B-Filer,

Reference:  Affidavit of Robert Rosatelli, paras, )8 10 30

21.  Scotiabank launched an investigation in March 2005, prompted by a customer from
another Schedule I Bank complaining that monies from her account had been fraudulently
wransferred 10 the account of GPay at Scotiabank. Investigations by members of Scotiabank's
fraud section and others revealed the true nature and extent of Raymond Grace’s business
enterprise.

Rcference:  Affidavit of Robert Rosatelli, para. 57 10 59

22 By lener dated May 11, 2004, Scotiabank excrcised its contractual right to terminate the
banking relationship with NPay, GPay, and B-Filer on 30 days’ nouce. Scotiabank has

substantial business reasons for terminating its banking relauonship with the Applicants.
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Contrary 1o the Applicants' allegations, Scotiabank was in no way motivated by a desire to
restrict competition in the electronic online purchase business. Rather, it is the multiple breaches
of Bank policy and serious concerns about security of customer accounts which form the basis of
Scotiabank’s decision to cease doing business with NPay, GPay, and B-Filer.

Reference:  Affidavit of Robert Rosatelli, paras 111 to 116; 139 10 144
IIl. THE FACTS

(a) QOpening of Accounts bv Applicants in Breach of Scotiabapk Policy

23.  In August 1999, Raymond Grace approached the Scotiabank branch located in Sherwood
Park, Albena to establish a smal) business banking relationship with respect to his company
B-Filer Inc., carrying on business as GPay. In the Application for Business Banking Services

i signed by Mr. Grace dated August 6, 1999, he described GPay as a “financial collection”
business, with annual sales/revenue of $240,000 per year. The company was identified as having

three employees.

Reference:  Affidavit of Robert Rosatelli, paras. 18 and 19

24.  The statements made by Mr. Grace with respect to the business account opened on behalf
of GPay in August 1999 were, and are, materially inaccurale. Based on its investigation,
Scotiabank has discovered that GPay is not a “financial collection” business as asserted by

Mr. Grace in his original Application for Business Banking Services. Rather, it is a Money

Services Business.

Reference:  Affidavit of Robert Rosateili, paras. 19 and 40

25, Aswill be described in more detail, Scotiabank refuses to do business with Money

Services Businesses. When one of its banking customers is found to be conducting an
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unregulated Moncy Services Business, Scouabank 1akes s1eps 1o 1erminate the business banking
relationship.

Reference:  Affidavit of Robert Rosatelli, para. 40

26.  Moreover, the suggested annual sales/revenue of $240.000 is completely out of keeping
with what Mr. Grace now asserts to be the volume of transactions he intends to flow through the
108 Scotiabank accounts he opened between April 2004 and March 2005. In his own Affidavit,
he states that the Applicants flowed almost $10 million through the Scotiabank accounts in the
year beginning June 2004, Further, they intend to flow through almost $33 milliop in the ycar
beginning June 1, 2005.

Reference:  Affidavit of Roben Rosatelli, paras. 18 and 19; 54
Affidavit of Raymond F. Grace, paras. 12 and 54

27.  Afier opening the single account for GPay in August 1999, no further accounts were
opened by Mr. Grace on behalf of any business enterprise until April 2004. Beginning in April

2004 and continuing unti] March, 2005, Mr. Grace caused over 100 accounts 1o be opened in the

pname of GPay, NPay, and B-Filer, and over 20 ScotiaCards 10 be jssued to these entities.

Refercnee:  Affidavit of Robert Rosatell, paras 18 10 34

28.  Most of the bank accounts were opened by Mr. Grace through utilization of Scouiabank’s
telephone banking system. Whenever someone opens an account through telephone banking, the
customer is asked: “Wil] this account be used 1o conduct business by, or on behalf of, someone
other than the named accoum holder(s)?” Mr. Grace answered these questions in the négau’ve.

Scotiabank now knows that these answers were unirue, as described more fully below.

Reference:  Affidavit of Robert Rosatelli, paras. 19 10 32
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29.  The opening of Scotiabank accounts by the Applicants, as summarized above and as

more fully described in the Affidavit of Robert Rosatelli, violates Scotiabank policies in a
number of respects. Although the accounts were opened in the names of 1hree different entities,
in fact Mr. Grace is running a single business enterprise. 1t js not pén‘nissiblc for customers 1o
circumvent Scotiabank’s smal) business guidelines by utilizing multiple corporations that in fact
are engaged in a single business enterprise. In any event, even taking into account the three
separate entities, Mr. Grace’s number of accounts, ransaction volumes, the monetary amounts of
the transactions, and the number of ScotiaCards applied for and granted, far exceed what is
permitted by Bank policy.

Refcrence:  Affidavit of Robern Rosatelli, paras. §9-96

30.  Pertinent Scotiabank policies that are transgressed by Mr. Grace’s account openings are:
(a) Any small business is permitted no more than three business accounts;
(b)  No more than 150 transactions per month are permitied in each account;

(c)  Only up to 50 cheques may be deposited per month in each of the permitted 3

accounts,

(d) The 1otal. monthly deposit volume is $400.000, or $5 million per year;

(e) Only one full function ScotiaCard can be issued per authorized officer of a

company.

As 1s readily seen, all of the foregoing Scotiabank policies were violated by the opening of

Mr. Grace’s accounts,

Reference:  Affidavit of Robert Rosatelli, paras. 90 10 94
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(b)  Thelnter-Related Business of UseMyBank, NPay Ine., GPav and B-Filer

31. According to NPay’s website:

NPay in conjuncrion with GPay and UseMyBank provide an
Interner on-line banking processing service.

A search of UseMyBank’s website demonsirates that Raymond Grace is the CFO of
UseMyBank. A Google search of UseMyBank revealed that the overwhelming business of
UseMyBank and, therefore, GPay and NPay, relates to transferring funds from customers’
accounts to GPay’s and NPay’s accounts at Scotiabank, which money 1s then remitted out 10 off-
shore Internet casinos. This allows Canadian banking customers 1o maintain anonymity, while at

the same time engaging in the illegal placing of bets at off-shore Imemet casinos.

i Reference:  Affidavit of Robert Rosatelli, paras. 35 to 40

32. No where in his affidavit does Mr. Grace disclose that the true and dominant business of
the Applicants is to facilitate on-line gambling transactions with off-shore Internet casinos. Had
this been disclosed at any 1ime, Scotiabank would have ceased doing business with the
Applicants. As a matier of policy, Scotiabank does not permit its accounts to be used for such
pUIposes.

Reference:  Affidavii of Robernt Rosatelli, paras. 50

33, Mr. Grace claims in his affidavit that the Applicants are cngaged in “real-time” money
ransfers. Based on what Scotiabank has discovered about how these businesses operate, this is
not an accuraie statement. Instead, the Applicanis are able 10 confirm that money has been taken
out of a bank customer’s account because the Applicants themselves effect the wransaction in the

custorner’s account, just as if thev were the customer. Knowing that they have transferred the

required funds from the customer’s account. funds can then be transferred immediate)y from the
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Applicants’ account at the Scotiabank 1o the intended recipient. As noted above, the recipients
appear most ofien 10 be off-shore intemet casinos.

Reference: Affidavit of Robert Rosatelli, para. 41 10 50; 65 10 66¢

34,  Inreality, the Applicants’ business is more akin to a traditional money transfer business,
except that Mr. Grace has devised a way to shrink the usval 1ime necded 1o receive confirmation
that the money is available in the customer’s accoumt and that the transfer has been effected,

because the Applicants are undertaking the transfer from the customer’s account themselves.

Reference:  Affidavit of Robent Rosatelli, para. 133

(¢) Applieants’ Operation Violates Bank Security and Bank Policy

35. Money Services Businesses, such as the Applicants, provide services of money
transmission. Provision of financial services to such businesses poses a significant risk to the
Banks that deal with them. Most Canadjan Banks have discontinued servicing Money Services
Businesses for this reason. Since 2003, as a matter of policy, Scotiabank has refused to do
business with unregulated Money Services Businesses, such as the Applicants. When
Scotiabank discovers that one of its existing customers is operating an unregulated Money
Services Business, steps are 1aken 1o erminate the banking relationship.

Reference:  Affidavit of Robert Rosatelli, paras. 51 to 56

36.  Many of the activities of organized crime such as drug wrafficking, money laundering, and
enterprise crime offences are financed by illegal gaming profits. The 9/11 Commission noted the
need 10 crack down on i}legal Internet gambling. The 9/11 Commission strongly urged tha

financial institutions be barred from processing Jmemet gambling ransactions.

Reference:  Affidavit of Robert Rosatelli, para. 47 and 48
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37.  The Applicants are faci]i.tating transfers of money to off-shore Intemet casinos. Asa
matier of policy, Scotiabank refuses t0 have jts accounts used for such a purpose. An extensive
Google search disclosed only a single Jegitimaie merchant of services affiliated with
UseMyBank. That is the Princess Margaret Hospital, which allows individuals to donaie money
using the UseMyBank service. All the other business assocjaled with UseMyBank are Internet

gambling casinos. This is not disclosed by Mr. Grace in his affidavit on this Application.

Reference:  Affidavit of Robert Rosatelli, paras 56; 41 10 47

38. On its website, UseMyBank siates 1hat the use of its service 1o transfer money 1s “not
much different” from paying bills on line. This is not accurate. There 1s one crucial and central

difference, namely, that banking customers arc required to disclose their bank card number

. and Internet password when they use UseMyBank, whose services are facilitated by GPay and

NPay. UseMyBank acknowledges in its Terms and Conditions that banks may prohibit
disclosure of Log-in Information or deny Jiability to the customer where Log-in Information is
disclosed. UseMyBank assens a complete waiver of liability for UseMyBank and anyone
connected with it, with the result that UseMyBank, NPay and GPay purport 10 protect themselves
from a}l manner of )iability, including in the evemt that fraud occurred in the customer’s account
as a result of actions taken by these entities.

Reference:  Affidavit of Robert Rosatelli, paras. 67 10 73

39. Representations made by UseMyBank on its website, on its behalf and on behalf of GPay
and NPay, are materially misleading. In particular, despite its assertions 1o the contrary,
UseMyBank does not comply with the Cunadian Code of Pracrice for Consumer Debit Card
Services. This Code 1s premised on banking customers keeping their electronic banking

passwords confidential and not disclosing them to any third pany.

Rcference:  Affidavin of Robert Rosatel);, paras. 74 10 76
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40. Moreover, UseMyBank makes bald assertions about *“Security” in jis website. However,
the “Security Centificate” which UseMyBank asserts “keeps [banking customers’] information
secure” expired on April 13, 2005.

Reference:  Affidavit of Robert Rosatelli, paras. 77 10 79

41. Mr. Grace acknowledged in a taped conversation with a Scotiabank telephone banking
representative that “there are no secure databases”. Mr. Grace asseried during this tape recorded
telephone conversation that his company 1akes “screcn scrapes” of customers’ Intemet banking
screens including their account information, and that these are later “scrubbed”, so that his
system js sccure. This is not so. If “‘screen scrapes™ are taken of a customers’ banking
information, they are saved somewhere. Screen scrapes never really “disappear”. They remain
on the hard drive of the NPay and GPay computer sysiem. As a result, even if Mr. Grace cannot
continue 1o see the confidential password information on the computer screen, the information

remains avajlable and accessible on the computer’s hard drive.

Reference:  Affidavil of Robert Rosatelli, paras. 79, Exhibit “M”

42.  David Mexcalfe, an employee of The Bank of Nova Scotia, entered into a transaction
whereby he was requested 10 and did provide UseMyBank with a confidemial bank card number
and secret inteimet password 1o make a donaton 1o Princess Marparet Hospital. He used a
“dummy’ accoumt so as not to divulge his own banking information. Mr, Metcalfe printed out
the compuler screens from cach step of the process. He was able 10 confirm that the Applicants
arc entering onto the customer’s Inernet banking site, using the customer’s internet password,
and effecting the transfer out of the customer’s bank account to a Scotiabank account held by the

Applicants.

Reference:  Affidavit of David Metcalfe, paras. 4 10 13
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43, The bank card and password information is siored, and could be used in order to effect a
fraudulent transaction by either a rogue employee of the Applicants or a sophisticated computer
hacker.

Refercnce:  Affidavit of Robert Rosatelli, paras. 79
Affidavit of David Mercalfe, paras. 13 and 14

44.  Breaches of computer security are a substantial problem and are undermining consumers’

faith in the electronic commerce system. On July 6, 2005, the Globe and Mail reported:
In the past few weeks, several major breaches of consumer
financial dara have come 10 light. In one instance, 40 million
credit card accounts were exposed 1o a breach and at least
200,000 records were stolen from Atlanta-based CardSysiems
Solutions Inc., which processes credil card and other payments for
banks and merchanis across North America. Further, Equifax
Canada Inc., the credit reporting company, revealed that it had
suffered a securily breach that gave criminals access to personal
financial information for hundreds of Canadians.

Getling a handle on the number of antacks is dijfficult because
many businesses don 't report them for fear of hurting their
repurarions ...

Reference:  Affidavit of Robert Rosatelli, para. 8]

(d)  Applicants’ Operation Causes Bank Custamers to Breach their Agreement with the
Bank and Exposes Customers to Frauvd

45.  One of Scotiabank’s paramount priarities is the manienance of a secure banking system
that minimizes the risk of fraud and maintains confidentiality of cusiomer information. High
security standards are essential in order 1o maintain the inmegrity of the Canadian banking system.
Any process which undermines security for Canada’s banking customers undermines the

imegnty of the Canadian banking system.

Reference:  Affidavit of Robert Rosatells, para. 83
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46.  To require Canadian banking customers to divulge their confidential Intemnet banking
password to UseMyBank, and 10 allow NPay and GPay 1o enter into customers’ secure Internet

banking sites and undertake and perform account transactions as if thev were the customer,

undermines the security of the customer’s account not on}y with respect to Scotiabank, but with
respect to all Banks whose customers are using these services.

Reference:  Affidavit of Robert Rosatelli, para. 83

47. TheC ardhplder Agreement berween Scotiabank and its customers prohibits customers
from disclosing their electronic signatures. By requiring bank customers to divulge their
confidential access codes and passwords, the Applicants are inducing breach of contract between
Scotiabank and its banking customers. They are exposing Scotiabank’s customers 10 the
possibility of fraud.

Reference:  Affidavit of Robert Rosatelli, para. 84 1o 86

48.  In his Affidavit, Mr. Grace says that 20,000 Canadian banking customers have used
UseMyBank's services. 1t follows from this that 20,000 Canadians have divulged their Internet
banking password and pass card information to UscMyBank. This information is stored
somewhere in UseMyBank's computer system. Mr. Grace asserts in his Affidavit that NPay and
GPay flowed almost $10 million through Scotiabank’s accounts in the 12-month period
beginning June 1, 2004, and will flow through almost $35 million in the 12-month period

beginning June 1, 2005.

Reference:  Affidavit of Robert Rosatelli, para. 88

49. Jt is not an exaggeration to state that, by obiaining the Internet passwords from
individuals using UseMyBank, it would be possible for a fraud on the Canadian banking public

10 occur. The sysiem these entities have established provides unfetiered access to these accounts
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giving the powes to transfer all of the money out of cusiomers’ accounts who have divulged their
passwords, and 10 access additional funds through lines of credit and by way of credit card cash
advances which are connected to a customer’s bank card.

Reference:  Affidavit of Robert Rosatell, para. 87

(¢)  GPav Cannot meet Scotiabank’s “Usual Trade Terms” with respect to Business
Accounts

50. M. Grace is operating his companies using Scotiabank small businesses accounts.
Scotliabank’s small business accounts were never intended 10 be used in the manner or for the

purpose for which they are being used by Mr. Grace and his business enterprise. In particular:

(a)  electronic banking for business is designed for small business customers with low
transaction and deposit volumes, whose annual sales do not exceed $S million;

()  an individual small business is permitied no more than 3 business accounts;
(c) no more than 150 transactions per month are permitted in each business account;

(d) the 10tal monthly deposit volume for small business accounts is $400,000, or a
maximum of §5 million per year; and

(e)  only one full function ScotiaCard will be issued per authorized officer of a
company.

Reference:  Affidavit of Robert Rosatelli, paras. 89 10 92

51.  These rerms for Scotiabank smal} business accounts are 1o be conirasted with the
situation thal has developed in recent months with respect 1o GPay, NPay, and B-Filer.
Mr. Grace has opened well over 100 bank accounts with Scotiabank and caused over 20

ScotiaCards 1o be issued for the Applicants,

Reference:  Affidavit of Robert Rosatelli, para. 2] and 34

52.  Mr. Grace asserts that he deposited almost $10 million in his Scotiabank accounts

between lune ). 2004 and May 31, 200S. He also asserts in his Affidavit that there will be a
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341% increase in the volume of deposits in the next 12 month period, i.e., an anticipated flow

through of funds totalling almost $35 million using Scotiabank’s accounts.

Refercnce:  Affidavit of Robert Rosatelli, para. 94

53.  Mr. Grace is runnung a single business enterprise under the names of GPay, B-Filer, and
NPay. Scotiabank considers this to be one small business. Customers canhot circumvent the
Small Business Banking Terms by using multiple corporations that undertake the same business,
or as part one overal} business enterprise. The Applicants’ number of accounts, transaction
volumes, and the number of ScotiaCards far exceed what is permitted by Bank policy for small

business accounts,

Reference:  Affidavit of Robert Rosatells, para. 96

) Applicants are jn Breach of The Canadian Pavments Association Rules for Clearing
and Settlement

54. By requiring disclosure of customers’ Inmemet banking passwords, UseMyBank, GPay
and NPay arc also in direct contravention of the Rules of the Canadian Payments Association
(the “CPA”). The CPA was created by the Parliament of Canada in 1980. The statutory objects
of the CPA are 10 establish and operate a national sysiem for clearing and settlement of payments
and other arrangements for the making or exchange of payments. The Canadian Paymenis Act
gives the CPA Board of Directors authority 1o make Rules respecting payment items acceptable
for exchange. clearing or setiement. These Rules have the effect of law. All Capadian Schedule

1 Banks, including Scotiabank, are members of the CPA and are bound by the CPA Rules.

Reference:  Affidavit of Robert Rosatelli, para. 97 o 100

55.  The process through which Schedule ] Banks and other CPA members exchange payment
items, whether in paper or by electronic means, is referred 10 as “clearing”. Flows of value in

one direclion are netted against flows of value in the opposite direction. The financial
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institutions jnvolved, including Scotiabank “settle” the nct amounts through their accounts at the

Bank of Canada. The process of Clearing and Senlement are central to the operation of the
national payments system. The Automated Clearing Senlement System (“*ACSS”) is a system
through which the vast majority of payment jtems in Canada — more than 17 million on an
average day - are cleared.

Reference:  Affidavit of Roben Rosatelli, para. 101

56. A new CPA Rule to support the clearing and senlement of on-line purchases came into
effect on February 3, 2005 (*Rule E2”). The CPA’s website states that the new Rule E2 will
facilitate the introduction of an-line payment services by service providers, working with CPA
member financial institutions, and will allow customers 10 pay for purchases directly from their

bank accounts via the Internet. The CPA states:

Payment services that require consumers to provide their on-line
user banking ID and password to a party other than their
Jinancial institution are not eligible for clearing undet this Rule.

Reference:  Affidavit of Robent Rosatells, para. 105

57. A fundamental requirement under Rule E2 is that the banking customer’s financial
institution is responsible for directly authenticating the customer (through the customer’s on-line
banking user ID and password) and obtaining the banking customer’s personal authorization for
each on-line payment.

Reference:  Affidavit of Robert Rosatelli, para. 106

58.  Rule E2 sets out the requirements for the Exchange, Clearing and Setilement of on-line,
real-lime electronic payment items. Scoliabank is bound by the CPA Rules, including Rule E2,

with respect 10 the clearing and settiement of on-line payments. Section 5(a) of Rule E2 states:
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In all maners relaring 1o the Exchange, Clearing and Settlement of
On-line Payment ltems for the purpose of Clearing and Settlement
each Member [which includes the Bank of Nova Scotia] shall
respect the privacy and confidentiality of the payor [banking
customer] and the payee [GPay, NPay Inc. and/or B-Filer Inc.]
personal and financial information in accordance with applicable
Canadian provincial and federal legislation ... In particular, only
that information or daia that is necessary 1o effect the processing
of the On-line Paymen! Items is 1o be made available 10 the
Acquirer and/or the Payee [NPay, GPay, NPay Inc. and/or B-Filer
Inc.] during a session. For greater clarity, rhe Payor's [the
banking customer 's] personal banking information, such as but
not limited 10 the authentication information (e.g., user
ideniification and password) and account balance, shall not be
made available ar any time to the Acquirer and/or Payee during
the On-line Payment Transaction Session. {emphasis added]

Reference:  Affidavit of Robert Rosatell, para. 108

59.  The Applicants’ manner of doing business, which is premised on the customer disclosing
his or her on-line banking password, is in dircct contravention of Rule E2. By requiring banking
customers 10 divulge their password information, it is not the banking customer that is
“authenticating” him or herself by entering the website and using his/her secret password.

Instead, it is GPay and/or NPay that purpors 1o be “authenticating™ the transaction,

Refercnee:  Affidavit of Robert Rosatelli, para. 109

60. For any banking wransaction, Scotiabank’s usual trade 1erms include compliance with the
CPA Rules. The CPA Rules require that the customer authenticates him or herself during an
on-line transacuon, and not a third party such as GPay, NPay, or B-Filer. By reason of CPA
Rule E2, transfers of meney into the Applicants’ Scotiabank accounts are not eligible for
clearing where the customer’s confidential on-line banking passwords have been used by the

Applicants 10 effect the uansaction.

Reference:  Affidavit of Robert Rosatelli, paras. 108-110



Jul=13-05  05:54pm  From-MC TET SERVICES 415 868 0673 T-002  P.032/056 F-152

-27-

(2) Applicants’ Business Raises Serious Money Laundering Issues

61.  Off-shore Internet gambling is illegal in Canada. )t is illega) for a Canadian resident to
place a bet with an on-line off-shore Internet gambling provider.! Off-shore Internet gambling is
known 10 be associaied with other illegal activities including drug wrafficking and money
laundering.

Refercnce:  Affidavit of Robert Rosatelli, para. 46 10 48

62. The bulk of UseMyBank’s business involves money wransfers to Internet off-shore
casinos from the bank accounts of Canadian citizens. UseMyBank, and its affiliated entities
NPay and GPay, are the entities that “authenticate” the e-mai) money transfer by entering
directly into the customer’s Internet banking site, removing funds from the customer’s account,

and ultimately funding Internet gambling.

Reference:  Affidavit of Robert Rosatelli, para, 49

63.  Asamarer of policy, Scotiabank will not participate in the transfer of funds between
customers and Intemet gambling sites, either directly or indirectly through an imermediary such

as NPay or GPay.

Reference:  Affidavit of Robert Rosatelli, para. 49 and 56

64.  Mr. Grace's business enterprise gives rise 10 many concerns with respect to Money
Laundering. For example, money 1s being transferred from customers’ accounts at other Banks
1o the MoneyManager accounts held by NPay, GPay, and B-Filer at the Scotiabank. This money

is trans{erred out 10 Ipternet casinos. According 10 Mr. Grace, almost $10 million flowed

' The Federal Government regulaics gaming in Canada through Sections 201 10 208 of the Criminal Code.

jnternet loneries in Canada are illcgal unless they are operated by a Provincial government exclusively within the
province. Moreover, pursuant 1o Section 202(1)(c) of the Criminal Code, it is an offence for anyone to have “under

his contro) any money or propenies relating to 8 wransaction that is an offence under [Section 202)". Offences under
Section 202 include engaging in the business of betting.
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through Scotiabank accounts in this manner between June 1, 2004 and May 31, 2005. Mr. Grace
states that almost $35 million will flow through Scotjabank accounts in the above-described
manner during the 12 month period beginning June 1, 2005,

Reference:  Affidavit of Robert Rosatelli, paras. 52 10 55

65.  While the following list is not meant to be exhaustive, the manner in which GPay, NPay

and B-Filer conduct their business gives rise 10 the following concerns on the part of Scotiabank:

(a) Money Services Businesses in Canada have not been subject 10 regulatory
oversight and are not required to be Jicensed or registered with the government in
any way. While they are required to comply with Canada’s Proceeds of Crime
(Money Laundering) and Terrorisi Financing Act, and its regulations, it is very
difficult for Scotiabank to be satisfied that Money Scrvices Businesses are, in fact,
compliant.

(b)  Money Services Businesses have become an attractive means for money
Jaunderers or terronsts 10 move money outside the traditional financial services
industry. They represent a high risk for Banks and are difficult to monitor
effectively.

(¢)  Money Services Businesses, particularly those that concentrate on internet
payments, are often used 1o maintain anonymity for individuals who are
purchasing illegal goods or services over the internet.

(d)  Scotiabank would be exposed to significant regulatory and reputational risk if it
were determined that it was facilitating money laundering or terrorist financing by
enabling the movement of money for a Money Services Business, such as GPay,
NPay, B-Filer, and UseMyBank.

Reference:  Affidavit of Robert Rosatelli, para. 55

(h) Scotiabank’s Notice 10 Terminate jts Banking Relationship with the Applicants

66.  As aresult of Scotiabank’s investigation undertaken in March 2005 due 1o the report of
fraud from another Schedule 1 Bank, Scotiabank advised NPay, GPay, and B-Filer by letter dated
May 11, 2005 1hat it would be terminating its banking relatonship with them,

Reference:  Affidavit of Robert Rosatelli, para. 411
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67.  The Business Banking Sérvices Agreement gives Scotiabank the right to terminate any
banking service with its customer on 30 days’ notice, for any reason. Scotiabank chose not 10
rely on the section of the Apreement permitting immediate iermination, because 10 do so would
have required Scotiabank to divuige the reasons for terminating the relationship “with cause”.
Scotiabank elected not 1o rely on the “with cause” section of the Agreement so as to maintain

confidentiality over its fraud detection sysiem and the specifics of the investigation.

Reference:  Affidavit of Robert Rosatelli, para. 112t0 119

68.  The Bill Payment Agreement with GPay also allows Scotiabank to terminate GPay’s
status as a bill payee on 30 days’ notice, for any reason.

Reference:  Affidavit of Robert Rosatelli, para. 115

69.  Mr. Grace alleges in paragraph 48 of his Affidavil that Scotiabank knowingly allowed
GPay to build its business. This could not be further from the truth. Mr. Grace misrepresented
the nature of his business when filling out application forms to open his accounts. He was not
forthright in answering questions posed 10 him by telephone banking personne} when opening
accounts using telephone banking. He opened over a hundred accounts between April 2004 and
March 2005. Prior to April 2004, Mr. Grace had only one business account at Scotiabank.
Scotiabank did not know the true nature of Mr. Grace’s business enterprise until it began
investigating matiers in March 2005, It was this investigation that culminated in the letier

lerminating the accounts on May 11, 2005.

Reference:  Affidavit of Robert Rosatelly, para. 120

70.  In addition to i1s contractual right to terminate its Agreements with the Applicanis for any
reason on 30 days’ notice, Scotiabank acted on the basis of investigations commenced in March

2005, which revealed the irue nature of Raymond Grace's business enterprise as a Money
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Service Business. Scotiabank’s investigations revealed, inter alia, that cardholders are required

by the Applicants to disclose their confidential internet banking passwords; that the Applicants

have engendered multiple breaches of Bank policy with respect 1o the number of accounts and

volume of transactions; that the Applicants’ business causes senious Money Laundering issues;

and that the Applicants’ core money transfer operation causes breaches of CPA Rule E2.

(i)

71.

Reference:  Affidavit of Robert Rosatelli, para. 12]

The Interac System is Materially Different than the Applicants’ Business and is not
in Competition with jt

Interac Association (“Interac™) was founded in 1984 by five financial institutions,

including Scotiabank.

72.

73.

Reference:  Affidavit of Robert Rosatelli, para. 122

A review of Interac’s website provides the following information:

(@)  Interac s a national organization linking enterprises that have proprietary
networks. This allows the enterprises 10 communicate with each other for the

purposes of exchanging electronic financial transactions.
(b)  Any company incorporated in Canada is eligible to join Interac.

(c)  Interac is an unincorporated, not-for-profit association.

Reference:  Affidavit of Robert Rosatelli, para. 123

Security of the Imerac system is fundamental to maimaining its imegrity. Historically,

Interac operated through the use of the cusiomer’s PIN. This is in contrast to the customer’s

Internet banking password which customers use when performing transactions via the internet

using their Bank’s website. The PIN and the Internet banking password are known as the

cusiomer’s “electronic signature”,
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Reference:  Affidavit-of Robert Rosatelli, para. 124

74.  Whether a cusiomer is accessing the Interac system at a bank machine operated by an
entity other than the individual’s own Bank, or at a point-of-sale terminal with a merchant, it is
the customer that “authenticates” the transaction by using his or her own PIN. Consumers
accessing Interac through bank machines or point-of-sale terminals are reminded to “protect your
PIN”.

Reference:  Affidavit of Robert Rosatelli, para. 125

75.  Scotiabank, along with Bank of Montreal, Royal Bank, CIBC, and TD Canada Trust have
recently begun to offer banking customers the option of “e-mailing money” through the
customer’s own secure Internet banking site.

| Reference:  Affidavit of Robert Rosatelly, para. 126

76.  In order 10 access the ability 10 “e-mail money” using the Interac network, the banking
customer would log on 10 their usual online banking site. The customer chooses an icon on the
banking site indicating “send Interac e-mail money transfer”. An c-mail message is sent to the
recipient. The receiver clicks on a link to accept the deposit. )t is important to note that only
e-mail notification iravels over the internet. Money does not. Instead, it is ransferred through
the existing payment networks that Banks have used for years 10 settle cheques from bank
machine deposits and withdrawals berween the Banks. This is described elsewhere herein as the

process of “‘clearing” and “settlement”.

Rcference:  Affidavit of Robert Rosartelli, para. 127

77. E-mail money transfer using the customer’s own Bank’s website 1s secure. The customer
1s not required 10 divulge his’her “electronic signature” 10 a third party. It is the cusiomer that is

“authenticaling™ him or herself when they log on and use their intemel password o transfer
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money. Personal authentication by the customer is essential in order for the banks to clear and
semle the accounts between them as a result of transfers under CPA Rule E2. CPA Rule E2 does
not allow third parties such as NPay, GPay, or UseMyBank 10 “authenticate” the transaction by
having access 1o the customer’s internet banking password. Where a third party has effected the
transfer of funds using the customer’s Internet banking password, Scotiabank would not be

permined to “clear” and “senle” the amounts under Rule E2 of the CPA Rules.

Reference:  Affidavit of Robert Rosatelli, para. 128

78 Scotiabank, along with other chartered banks, is about to implement a means by which
banking customers can purchase merchandise from on-line merchants using the Interac system.
The fundamental difference between the Interac system and the business of GPay and NPay is
that there is no disclosure of confidential customer information to third parties when using the
Interac system.

Reference:  Affidavit of Robert Rosatelli, para. 129

79. A further significam difference is that, whereas transfers to off-shore on-line casinos
appears 10 be the majority of the Applicants’ business, the Interac service will not be available on
~ Internel gambling sites. .

Reference:  Affidavit of Robert Rosatelli, para. 129

80. A further significant difference between the service offered through Interac and the
Applicants’ business is that the Interac System allows Scotiabank customers 10 purchase
products. The only information that is exchanged between the customer and the merchant is an
e-mail notification that the transaction has been confirmed. There is no transfer of funds.

Insiead, funds are settled through the clearing and settlement system through the Bank of Canada

that has been in place for years.
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Refercnce:  Affidavit of Robert Rosatelli, para. 130

81.  Inconurast, NPéy and GPay are acting as transferors of funds. The Applicants are not
selling a product. Money is actually being transferred between the banking customer and
Applicants, and then being transferred again between the Applicants and the entity receiving the
money, which appears most often to be an Intemnet casino. Thus, GPay and NPay are acting as a
settlement systerm but without the necessary regulation in place to monitor this activity and
enforce security standards. This is in contrast 1o the heavily regulated cleanng and settlememt

system used by the chartered banks through the Bank of Canada.

Reference:  Affidavit of Robert Rosatelli, para. 131

82.  As aresult, Scotiabank, through the Interac on-line system, will not be in competition
,  with the Applicants. The Applicants’ business appears 10 be primarily connected with Internet

gambling. Scotiabank will have no involvement in transferring money to Intemet casinos.

Reference:  Affidavit of Robert Rosatellj, para. 132

83.  Moreover, Scotiabank will not be in competition with the Applicants because the Interac
system actually allows customers 10 purchase merchandise, whereas customers interfacing with
GPay and NPay are simply effecling a transfer of money between themselves and Raymond
Grace’s business enterprise. Customers are not purchasing any goods or services from the

Applicants.

Refercnee:  Affidavit of Robert Rosatelli, para. 133

84. Contrary 10 the assertions made by Raymond Grace, the Applicants’ business is not *‘real-
time” money transfers. Jnsiead, the transactions are happening in quick succession. Banking
customers’ funds are being wansferred 1o the Applicants® MoneyManager accounts at

Scouabank. Because the Applicanis can confirm that this transaction has occurred, money is
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then being transferred out of the Applicants’ operating accounts at Scotiabank 1o the intended
recipients, most often Internet casinos.

Reference:  Affidavit of Robert Rosatelli, para. 34

8s. Interac’s website invites any Canadian company 1o apply 10 be a member of Interac.
Raymond Grace could make such an application on behalf the Applicants with the result that it
could participate in the Jnterac network, without customers being required to divulge their
Iniernet banking password. 1f the Applicants met Interac’s terms of use, they would be permitted
to “compete” through the regulated, secure system of Interac which does not require customers
10 breach their cardholder agreement and does not result in a third party acting as if it were the
customer in “authenticating” a transaction.

Reference:  Affidavit of Robert Rosatelli, para. 123

() Conclusion

86.  Scotiabank’s decision to terrminate its banking relationship with GPay, NPay and B-Filer
was in no way mouvated by a desire 10 lessen competition. 1t was the result of legitimate and
well-founded concems about security of customer information and the fundamental nature of the
Applicants’ business. The way in which the Applicants conduct their business gives rise 10
serious concerns about Money Laundering, breaches of Rule E2 of the CPA Rules, and breaches
of numcrous bank policies, including a policy against facilitating Money Services Businesses,
and the fact that the Applicants cannot meet Scotiabank’s Small Business Banking Terms,

Reference:  Affidavit of Robent Rosatelli, paras. 139-144
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1V. SUBMISSIONS

(a)  The Test for Leave to Commence a Private Application

87.  The test for leave to commence a private application under section 103.1 was recently
affirmed by the Federal Court of Appeal in Symbol v. Barcode* The Tribuna) must be satisfied

that the leave application is:

(a) supported by sufficient credible evidence to give rise to a bona fide belief that the
Applicant may have been directly and substantially affected in the Applicant’s
business by a reviewable practice; and

(b)  that the practice in question could be subject 10 an order.

88. Moreover, the Tribunal must also be satisfied that there is sufficient credible evidence

with respect to gach of the conjunctive statutory conditions under sections 75 or 77 of the

Competition Aci. According to the Federal Court of Appeal in Barcode:

...it js important not to conflate the low standard of proof on a
leave application with what evidence must be before the Tribunal
and what the Tribunal must consider on that application. For the
purposes of obtaining an order under s. 75(1), a refusal to deal is
not simply the refusal by a supplier 10 sell a product 10 a willing
customer, the elements of the reviewable practice of refusal to deal
must be shown before the Tribunal may 1ake an order are those set
outin s. 75(1). These elements are conjunctive and must all be
addressed by the Tribunal not onl]y when it considers the merits of
the application, but also on an application for leave under s.
103.1(7). That is because, unless the Tribunal considers all the
clements of the practice set out in s, 75(1) on the leave application,
it could not conclude, as required by s. 103.1(7), that there was
reason 10 believe that an alleged practice could be subject to an
order under s. 75(1).

89.  The Applicants’ submissions with respect 10 the test for leave are misjeading and, in fact,
inaccurate. At paragraphs 60 — 61 of their Notice of Application, the Applicants make the

submission that it is only the {irst branch of the above-noted test 1hat they must satisfy on a leave

2 Symbol Technologies Canada ULC v. Barcode Systems Inc. (2004), 34 C.P.R. (4™) 481 at para. 16 (Fed. C.A.) per
Rothstein J.A. (" Barcode™)

} Barcods, supra, para, 18
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application. In so doing, the Applicants cite the decision of the Competition Tribunal in Barcode
Systems Inc. v. Civil Technologies Canada ULC, The Applicants fail to point out that the

Tribunal’s decision in Barcode was reversed on appea) 10 the Federal Court of Appeal.

(b)  The Test for Leave Has Not Been Met

90.  )tis subminied that the Applicants have wholly failed 10 satisfy the test for Jeave to make
an application, as above defined. There is no reason for the Tribunal 1o believe that the
Applicants are directly and substantially affected in their business by any practice referred to in

s. 75 or s. 77 of the Acr that could be subject to an Order under either of those sections.

91.  Inparticular:
(a) the Applicants are not affected in their business due 10 an inability to obtain
adequate supplies of a product in the market on usual trade terms. Rather:

0 the Applicants seek 10 define and be granted a product that is not avajlable
in the market at all. The Applicants’ “product” requires that they be given
access 10 and allowed to use a bank customer’s confidential password and
code, in violation of numerous Bank policies and regulations;

(1)  the Applicants cannot and do not wish to meet the “usual trade terms” of

products that are available from Scotiabank, and other Canadian Schedule
1 Chartered Bariks;

(b) the Applicants’ inability 10 obtain the “product’ they desire is not because of
insufficient competition among suppliers in the market. Rather, the “product”
which the Applicams seek is not available in the market at all. No Canadjan
Schedule | Chantered Bank will provide accounts and services to the Applicants
on the terms that they seek. The Applicants seek “products” and “1erms” that, for

valid and imponant reasons, arc not available in the market at all;
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(©) the Applicants are not willing and able to meet the vsual trade terms of suppliers

of the product. Rather, as above-stated:

() the Applicants seek a “product” that no Canadian chartered bank does, or
can, make available to business cusiomers,

(il)  the Applicants are not “willing and able to meet the usual trade terms” of
products that are avaijlable from Canadian chartered banks; again, as
above-stated, the Applicants seek a different product, on different terms
neither of which is available in the market;

(d) the “product” sought by the Applicants is not in ample supply in the Canadian

financial services market. Rather, it is not avaijlable at all;

(e) there is no “refusal to deal” by Scotiabank. The source and cause of the
Applicants’ complaint arise from their own illicit manner of doing business,
i which is ip breach of numerous Bank policies and regulations which bind the

Bank, which are not dissimilar 10 those binding other Canadian Chartered Banks.

92.  Moreover to the extent that the Applicants rely on section 77 (2) of the Comperition Act,

there is no evidence before the Competition Tribunal of exclusive dealing or tied selling on the

part of Scotiabank.

93.  Each of the foregoing wil) now be dealt with, in tumn.

(¢) The Applicants Are Not Unable to Obtain Adequate Supplies of a Product “Unusua)
Trade Terms” (S. 75(1)(a))

94.  Asdescribed herein, the Applicants operate their business in two ways:

(a) The Applicants require disclosure of the confidential Internet banking passwords
of Scotiabank customers. The Applicants enter the Scotiabank customer’s
imernet banking website as if they, themsclves. were the customer, choose GPay
as a bil] payee, and cause money 1o be transferred from the customer’s account 10
GPay as a bill payee. When funds are released from Scotiabank’s suspension
account afier 8:30 p.m. 10 all bi]] payees, monies thal have been direcied towards
GPay as a bill payee arc released 10 GPay's Scotiabank accounts,
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(b)  For customers who bank at banks other than Scotiabank, these customers are

required 1o divulge their confidential intemet banking password to the Applicants.
The Applicants enter into the customer’s internet on-hne banking site, as if they,
themselves, werc the customer, and effect email money transfer from the
customer’s account 1o the Applicants’ MoneyManager accounts at Scotiabank.

95.  There is nothing paniculatly unique about the infrastructure that the Applicants require in

order 10 effect money transfers on the above-noted basis. The Applicants need a financial

institution that will open a sufficient number of bank accounts for the Applicants and will allow

the Applicants 1o make many thousands of emai} transfers and bill payment transfers to the

Applicants’ accounts in any given month.

96.  There is no evidence put forth by the Applicants that they have approached ¢very or,
indeed, any other Schedule 1 Canadian Chartered Bank, or alternative financial institutions, to
open the necessary number of accounts for them 1o undertake their business. As a result, there is
no evidence before the Tribunal that the Applicants are “unable 10 obtajn adequate supplies of a

roduct on usua) trade terms ” in the market place.
P P

97.  There is evidence before the Tribunal (in the Affidavit of Robent Rosatelli, swom July 12,
2005) that CIBC terminated GPay as a bill payee, and that this was the subject-matter of a
complaint 1o the Competition Bureau. GPay’s complaint to the Competition Bureau was
dismissed. The Applicams did not seek leave under section 103.1 10 pursue an Application
against CIBC with respect to this decision. None of this was disclosed 1o the Tribunal by the

Applicants, in Mr. Grace’s Affidavit or otherwise.

98.  The Applicants also assert that they havc been unable 10 put in place appropriate
arrangements with Royal Bank of Canada (“RBC™) because RBC will not let them open up
enough accounts 10 undertake their business. Paniculars of RBC's reasons for this are not in

evidence. Itis a fair inference, however, that RBC's policies are similar to those of Scotjabank
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detailed herein, which prohibit the use of bank accounts in the manner and for the purposes

required by the Applicants for their business model.

99.  There is no evidence of any other attempts by the Applicants to locate a financial
institution that would be willing to deal with them and provide them with the number and types
of accounts they require 10 pursue their business enterprise. To the contrary, there is evidence
that CIBC terminated GPay as a bill payee, that GPay complained to the Competition Bureav,

and that the Bureau dismissed GPay’s complaint.

100. It is inaccurate for the Applicants 10 assert that Scotiabank’s decision to terminate 1ts
banking relationship with the Applicants is *'directly and substantjally affecting the business
conducted by the Applicanis.” Instead, it is the Applicants’ manner of doing business by, inter

alia,

(a) requiring bank customers to disclose their confidential internet password

information, contrary to and in breach of the customer’s agreements with the
Bank;

(b)  conducting a Money Services Business through Scotjabank accounts, contrary 10
Scotiabank policy;

(c) engaging in money transfers 1o off-shore internet casinos, when gambling at an
off-shore casino is illega) in Canada;

(d) acuing in breach of Rule E2 of the CPA Rules 10 allow for clearing and settlement
under that Rule; and

(&) conducting their business in such a way as 10 give rise 10 serious money
laundenng concems,
that is “directly and substantially” affeciing the Applicants’ ability 10 carry on business.

101. Because of the manner in which the Applicants conduct their business as described

herein, the Applicants cannot meet the “usual wrade 1erms™ of products that are available from

Scotiabank, and indeed any other Schedule 1 Canadian Chartered Bank.
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102.  The reasonable inferencé from all of the available information indicates that the
Applicants would not v;'ish 1o meet the “usual trade terms” of Scotiabank or the other Schedule ]
Canadian Banks, because to do so would require that they, among other things, stop using
banking custorners’ confidential internet banking passwords to effect money transfers to oft-
shore internet casinos.
(d) No Evidence of Insufficient Competitfon Among Supplicrs in the Market

(8. 75(1)(b))
103. To'the extent that the Applicants would have difficulty obtaining the banking services
they require to allow them to conduct their business as described herein from a provider other
than Scotiabank (although they have not put such evidence before the Tribunal), this certainly is

not due to insufficient competition among suppliers.

104. It is a mischaracterization 10 describe the service being offered by GPay as competing
with the service offered by Interac. Scotiabank, through Interac, will penmit customers to enter
on 10 their own secure op-line banking site and to enter into a real-time transaction 10 purchase
goods and services from merchants. The only thing 1hat travels by email is confirmation that the
transaction has occurred. The transfer of money berween the customer and the merchant occurs

through the well-established clearing and settlement procedure operated by the Bank of Canada.

105.  In comrast, GPay is simply a Money Services Business engaged in the transfer of money.
Itis not selling a good or service. It is also not offering a “real-time’ transfer of money between
banking customers and sellers of goods or services. Instead, GPay is simply effecting transfer of
money from Scouiabank customers’ accounts 10 GPay as a bil] payee. Because these funds are
not released immediately 10 GPay but are held in a Scotiabank suspension account unti] after

8:30 p.m., GPay is actually transferring money on an interim basis out of its own current

accounts, usually to off-shore internet casinos.

416 868 0873 T-002 P .045/058 F-162
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106. With customers from other banks, the Applicants are e-mailing money to their
Scotiabank Money Manager accounts, and sending the same amount out from their own current

accounts at Scotiabank. The reconciliation between the Applicants’ two accounts likely occurs

later,

107.  Although these transactions may be close in time, there is no “real-time” transfer of
monies between the banking customer and the recipient of the money, usually offshore intemet

¢asinos,

108. The essence of the Applicants’ grievance against Scotiabank is that Scotiabank will not
let the Applicants operate their Scotiabank accounts in the manner they desire. There are good
reasons for this, as already described. The Applicants’ inability to obuain the “‘product” (i.e. a
sufficient number of bank accounts 1o allow the Applicants to undertake thousands of money

transfers a month), is not because of insufficient competition among suppliers in the market.

109. Instead, the “product” which the Applicants seek is not available in the market at all. No
Canadian Schedule 1 Chartered Bank will provide accounts and services 1o the Applicants based
on the Applicants’ current manner of doing business, for all of the reasons described herein,
including use by the Applicants of customers® confidential iniernet banking password; inability
10 comply with CPA Rule E2; the fact that the Applicants are engaged in transferring money to

off-shore internet casinos; and serious money laundering concems.

110.  The Applicants seek “products” and “terms” that for valid and imporiant reasons are not

available 1n the market at all, from Scotiabank or from any other Schedule 1 Chartered Bank.
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The Applicants are not willing and able 1o meet the Usual Trade Terms of Suppliers
of the Products (S. 75(1)(c))

The Applicants cannot meet Scotiabank’s “usual trade terms” for the reasons described

In particular:

. Compliance with CPA Rule E2 is one of Scotiabank’s usual trade terms.
Scotiabank cannot participate in the clearing of electronic transfers of funds
between customers at Banks other than Scotiabank and the Applicants’
Scotiabank MoneyManager accounts because the Applicants are using the
customers’ confidential on-line pass codes to effect these wransactions in
conwavention of CPA Rule E2.

. The Applicants are causing Scotiabank customers to breach their Cardholder
Agreement with Scotiabank by requiring discjosure of the on-line banking
password, and are exposing the Scotiabank customers 10 fraud on their accounts.

. The bulk of the business transacted by the Applicants involves the transfer of
funds to Internet off-shore casinos. Gambling at Iniemet off-shore gambling sites
is illegal in Canada. The involvement of Scotiabank’s accounts in these
transactions gives rise 1o concerns about Money Laundering and Terrorist
Financing, and imposes disclosure oblipations on Scotiabank. Scotiabank refuses
10 be ipvolved, directly or indirectly, in wransferring funds 1o off-shore casinos.

. Raymond Grace made misrepresentations in opening Scotiabank accounts by use
of telephone banking. In particular, when asked the “Money Laundering”
question: “Will this account be used to conduct business by or on behalf of
someone other than the named account(s)?”, these quesuons were answered by
Mr, Grace in the negative. Had Mr. Grace been truthful, Scotiabank would not
have agreed 1o open the account.

. Raymond Grace made misrepresentations about the nature of his business to
Scotiabank. He described 1t as a “bill payment business” in the banking
applications on behalf of the Applicants. In fact, the Applicants are 3 Money
Services Business. As a maner of policy, Scouabank does not do business with
unregulated Money Services Businesses.

. Scotiabank’s usual 1rade terms allow sma)l business customers 1o have only 3
accoums and one ScotiaCard per signing officer. The Applicants have opened
over 100 accounts and have caused over 20 ScotiaCards 10 be issued to them since
April 2004,

. Scotiabank’s small business terms are available 10 small businesses with monthly
deposit volumes of $400,000 or less, and total annual volumes of $500,000 or
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Jess. In the 12 month period beginning June 1, 2004, Mr. Grace claims to have
flowed through the Applicants’ Scotiabank accounts almost $10 million and
estimates that he will be flowing through almost $35 million in the 12 months

beginning June 1, 2005 if he is allowed to continue 1o operate his business with
the Scotiabank accounts.

112.  Scotiabank refuses 10 bave its brand associated directly or indirectly with companies

which engage in illegal activities, such as off-shore Internet gambling.

113.  For al} of the foregoing reasons, under their current business model, the Applicants

cannot meet Scotiabank’s usual wade terms.

114.  Moreover, the Applicants have not filed any evidence of a willingness to comply with
Scotiabank’s usual rade terms. Indeed, the very essence of their business, as an unregulated
Money Services Business that is using customers’ confidential internet banking passwords and
transferring money to off-shore Internet casinos, could not possibly comply with Scotiabank’s

usual trade terms.

115.  As staied elsewhere, no other Schedule 1 Canadian Chartered Bank is going 1o offer the
“product” on the “usual trade terms” that the Applicants seek to continue conducting their

business in the manner described herein.

)] The “Product” Sought by the Applicants is not in Ample Supply (S. 75(1)(d))

116.  The “product” (i.e, a sufficient number of accounts and bank cards to allow the
Applicants to conduct their business in the manner described herein) sought by the Applicants is
not in ample supply in the Canadian financial services market. In fact, insofar as the service
would be offered by a Schedule 1 Bank, the “product” that the Applicants seek is not available at

all.
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117. For the reasons already described herein, it is the manner in which the Applicants
conduet their business, by requiring banking customers 1o disclose their confidential on-line
passwords so that the Applicants can effect transfers of money, most often 1o off-shore intemnet
casinos, which makes it impossible for a Schedule 1 Bank such as Scotiabank to continue 1o

offer banking services to the Applicants.

118. The Applicants are in no position to complain about the absence of available banking
arrangements with Scotiabank, or any other Schedule ] Bank for that matier, when the manner of
conducting business chosen by the Applicants is in breach of so many Bank policies, regulations
and codes which the Banks are bound to observe.

()  Alleged Refusal to Deal is Not Having An “Adverse Effect on Competition in the
Market” (S. 75(1)(e))

119. The Applicants have not filed any credible cvidence that the alleged refusal to dea)
(which is denied) is having or is likely to have an “adverse effect on competition in the market”,

as required under §. 75(1)(e) of the Compefition Act.

120. As Slaled.elsewhere, the nature of the Applicants’ business is not in competition with
Interac. The Applicants are not selling a good or service. The Applicants are engaged in the
transfer of money from banking customers’ accounts 10 the Applicants’ Scotiabank accounts, in 2
manner which breaches multiple bank policies, the CPA Rules, and Money Laundering,

legislation.

12). By conurast, Interac will allow cuslomers 10 purchase goods and services from merchants
on a real-time basis, with the money being cleared through well-established clearing and
ser)emen infrastructure operated by the Bank of Canada. Customers accessing Interac to

purchase goods and services will be using their own secure on-Jine banking site. No password
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information will be discJosed to 'any third party. The Interac system does not give rise to any

problems with respect to the CPA Rules, nor with respect to the Money Laundering legislation.

122.  Any Canadian company is cligible to join Interac. If the Applicants wished to truly

engage in real-time wansfers, they could apply to become a member of Interac.

123.  As a result of the foregoing, the decision by Scotiabank to terminate the Applicants’
accounts and 10 terminate GPay’s status as a bill payee will not have an “‘adverse effect on
competition in the market.” The Interac system is not in compeution with the very different
service offered by GPay. Scotiabank cannot and wil) not do business with the Applicants
because of the Applicants’ manner of doing business as described herein.

(h)  There is No Evidence of Exclusive Dealing (S. 77)

124, The Applicants seck Jeave to bring an application pursuant to Section 77 and allege
“exclusive dealing” within the meaning of that section. Section 77(1) defines “exclusive
dealing” as:

(a) any practice whereby a supplier of a product, as a condition of supplying the
product to a customer requires that custorner to:

() dea) only or primarily in products supplied by or designated by the
supplier or the supplier’s nominee, or

(ii) refrain from dealing in a specified class or kind of product except as
supplied by the supplier or the nominee, and

(b)  any practice whereby a supplier of a product induces a customer 10 meet a
condition set out in subparagraph (a)(3) or (ii) by offering to supply the product 1o
the customer on more favorable terms or conditions if the customer agrees 1o meet
the conditions set out in either of those paragraphs.

125. Because of the manner in which the Applicants conduct their business as described

herein, Scotiabank is not willing 10 supply any banking services 1o the Applicants. As a result,
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there is no condition pursuant to which Scotiabank would be willing to provide banking services

to the Applicants, so as to invoke Section 77 of the Competition Act.

126.  As a result, there is po evidence before the Tnibunal of “exclusive dealing” by

Scotiabank, as defined in Section 77(1) of the Comperition Act.

127.  As stated elsewhere, the Applicants are not in competition with Interac. The Applicants
are not selling a product or service. The Applicants are transferring money 1o their Scotiabank
accounts using the customers’ confidential internet banking password information, and then
transferring money out to the recipients, most often intemnet casinos. The Interac system will

have no involvement in transferring money to Internet casinos.

() The Bank Of Nova Scotia Has A Valid Business Justification For Terminating The
| Banking Relationship With The Applicants

128.  As described in the preceding sections, Scotiabank has exercised its contractual rights to
ierminate the banking relationship with the Applicants, for serious and legitimate business
reasons. These reasons, which have been developed in detail in the preceding sections, can be

summarized as follows:

) Scotiabank, like al) other banks, is bound by the rules of the Canadian Payments
Association (the “CPA”). The CPA was crcated by statute. The CPA makes rules
which have the force of law with respect 10 payment items that are acceptable for
exchange, clearing, and settlement within the Canadian barking system.
Compliance with the CPA Rules is one of Scotiabank's *‘usual trade terms”. CPA
Rule E2 expressly prohibits Banks, including Scotiabank, from clearing items
under that Rule in circumstances where the banking customer’s authentication
information such as user identificauon and password have been made avajlable 10
the payee, in this case NPay and/or GPay, during the on-line payment transaction
session.

o Requiring banking customers to disclose their on-line banking password is in
breach of the contract between the Bank and the banking customer. Banking
customers may be exposed to fraud by disclosing their password. Moreover, in
accordance with the terms of the Cardholder Agreement between the Bank and
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their customer, customers who have divulged their PIN number or on-line
banking card password are responsible for fraud that occurs in relation to the card.

Raymond Grace has caused 1o be opened over 100 accounts in the name of GPay,
NPay and B-Filer and has caused over 20 ScotiaCards to be issued in favour of

~ these companies since April 1, 2004. This was done, in part, through Mr. Grace’s

circumvention of branch policy by opening accounts through Scotiabank’s
telephone banking systern. Small businesses are allowed only three accounts.
Small business customers are allowed only one ScotiaCard per signing officer.

The type of accounts opened by Raymond Grace are only gvailable to small
businesses with annual revenues of less than $5 million,

Raymond Grace has made misrepresentations about the nature of the business he
was conducting. He described the business of NPay Inc. and B-Filer Inc. asa
“bill payment business’ in the banking applications on behalf of his business
enterprise. In fact, Raymond Grace is operating 2 Money Services Business. As
a matter of policy, Scotiabank does not knowingly accept Money Services
Businesses as banking customers. If Scotiabank discovers that such businesses
are banking with Scotiabank, Scotiabank begins the process of terminating
services 10 them.

Raymond Grace also made misrepresentations when opening dozens accounts
using Telephone Banking. In particular, Money Laundering legislation requires
individuals wishing 10 open an account 10 answer the question “wall this account
be used to conduct business by or on behalf of sorneone other than the named
account holder(s)?” A review of the audio 1apes that exist of the calls made by
Mr. Grace 10 the Telephone Banking Centre indicates that he answered this
question in the negative. This answer is false, in that GPay and NPay are acting as
if they were the customer and transferring money from customers’ accounts cither
10 GPay as a bill payee on Scotiabank’s bill payment list or by e-mailing money
from the customer’s account at a bank other than Scotiabank to Scotiabank’s
accounts held by GPay, NPay and B-Filer. The Applicants then transfer money
from the Scotiabank MoneyManager accounts into the Applicants’ current
accounts at Scotiabank, and then to the recipients, most ofien intemet casinos,

Contrary to the assertions made by Raymond Grace in his affidavit about the
business of GPay and NPay, an inmernet search of “UseMyBank” discloses that
the majority of the business transacted by UseMyBank involves the transfer of
funds 1o intemnel offshore gambling sites. Gambling at intemet offshore gambling
sites is illegal in Canada. The involvement of Scotiabank’s accounts in these
ransaciions gives rise to concerns about Money Laundering and Terrorist
Financing and imposes disclosure obligations on Scotiabank. In addition,
Scotiabank does not want its brand associated directly or indirectly with
companies which engage in illegal activities, such as off-shore interner gambling.
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()  The Tribunal Should Exercise Its Discretion In Favour Of The Bank Of Nova Scotia

129. Even if the Applicants have established the elements necessary 1o obtain leave of the

Tribunal (which is denied), the Tribunal should exercise its discretion 10 refuse to grant leave.

130.  Scotiabank has no right of cross-examination on the Affidavit filed in support of the
Applicants® application for Jeave. The time limits for responding 10 a Jeave application are short.
The Tribunal is asked to grant or refuse leave on the basis of the written record. In these
circumstances, it is incumbent on the Applicants to make full disclosure of all relevant facts in
their Application, which they have not done.® However, the Applicants have materially

misstated and omitted many material facts.

131. In several material respects, the Applicants do not disclose the true nature and manner of

their business in the Affidavit of Raymond Grace. In particular:

o At no time does Mr, Grace disclose the true central method of operation of his
business, which involves requiring banking customers to divulge their
confidential internet password, so that the Applicants can effect transactions in the
banking customer’s accounts, just as if they were the customer.

o Contrary to the assertions made by Raymond Grace in his affidavit as to the
business of GPay and NPay, an intemet search of “UseMyBank” discloses that
the majoritv of the business transacted by UseMvBank involves the transfer
of funds to internet offshore gambling sites. Gambling at intemet offshore sites
is i)legal in Canada. The involvement of Scotiabank’s accounts in these

! Because the decision whether 10 grant Jeave or be done on the basis of the written record, without the ability 10
cross-examine the Applicants with respect 10 the evidence put forth in the Affidavit of Raymond Grace, it is
subminted that the principles of disclosure that arise in the context of an ex parre injunction are apposite. In the
context of an ex parie injunction, an Applicant who has not made full disclosure in the supporting affidavit will be
denied the injunctive relicf or will have the injunction overturned if full disclosure is subsequently shown not to
have been made. A party who seeks an ex parre injunction must make full and frank disclosure of the case. In both
the injunction and leave under Section 103.1 of the Comperition Act, the trier of fact does not have the benefit of a
cross-examination 10 test the facts assened by the Applicants’ affidavit. Jt would be incumbent upon the moving
party 10 make a balanced presemation of the facts and law, The moving party should be rcquired 16 state its own
case fairly and must inform the count of any points of fact or law which would favour the other side. The duty of
full and frank disclosure js required 10 mitigate the obvious risk of injustice inherent in any situation where the
responding party is deprived of the right of cross-examinaiion. See United States of America v. Friediand, {1996]
0.J. No. 4399 at paras. 26-28 (Gen. Div.) and Watson v. Siavik, [1996) B,C.J. No, 1885 at para. 10 (B.CS.C)
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transactions pives rise 1o concemns about Money Laundering and Terrorist
Financing and imposes disclosure obligations on Scotiabank.

- In 2003, CIBC terminated GPay as an authorized bill payee 1o which CIBC
customers could direct electronic bi]l payments. GPay complained to the
Competition Bureau. The matter was investigated. In January 2004, GPay’s
complaint was dismissed. It is noteworthy, therefore, that beginning in April
2004, Mr. Grace embarked on a course of action involving multiple Scotiabank
accounts, presumably to replace the business facility that had been closed by
CIBC when GPay was terminated as a bill payee.

o The Applicants opened only one account at Scotiabank between 1999 and 2004.
Between April 2004 and March 2005, a mere 11 months, Raymond Grace caused
to be opened over 100 Scotiabank accounts in the name of GPay, NPay and
B-Filer and caused gver 20 ScotiaCards to be issued to these companies,

- The Applicants failed to reveal that they have also commenced a civil action in
Albena, and that this was done approximately ten days prior to the
commencement of their Competition Tribunal application. This gives rise to
concemns the Applicants are using the Competition Tribunal as part of their
litigation strategy.

132.  Itis subminied that, having commenced litigation in Alberta in which the Applicants seek
an Order restraining Scotiabank from terminating its relationship with the Applicants, this
Apﬁlication is not brought by the Applicants in good faith based upon valid allegations of anti-
competitive conduct, but rather as part of the Applicants’ litigation strategy. The possible use of
the private right of action provisions of the Competition Act for strategic litigation purposes has
been the subject of learned commentary advocating that the Tribunal exercise caution with

respect 1o Leave applications for this reason. The following is an example:

“The volume of private section 75 applications is regarded by some as a
realization of one of the key concems about permitting private access; namely, the
risk of strategjc litigation. In this regard, former Commissioner Konrad Von
Finckenstein acknowledged the possible misuse of pnvate access or strategic
purposes. In submissions made in suppon of the amendments allowing private
access the Commissioner stated that these concerns had been addressed through
the implementation of safeguards, such as the introduction of a competitive
effects test 10 section 75, as well as procedural safeguards, such as the availability
of costs and a one-year limitation period. In addition 10 these safeguards,
Commissioner Von Finckenstein stated that the “Tribunal will act as patekeeper”,
and that it would grant leave “only where satisfied that 1here is reason to believe
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the Applicant is directly and substantially affected in its business by the alleged
anti-competitive practices”. ...

"The risk that private enforcement of the civil provisions of the Act will lead to
litigation that has no real significance or competition needs to be acknowledged
somehow by the Tribunal in its treatment of the evidence on leave applications.”

Reference:  Glenn F. Leslie & Chris Hersh, Private Enforcement: Leave Applications
and Granting Principles, delivered for the 2005 Competition Litigation
Invitational Forum at Toronto, Omario, February 21, 2005, at pp. 1-2 and
8.

(k)  Other Matters

133.  Scotiabank admits the grounds and materia) facts in paragraphs 3, 6, 7, 8, 12 and 13 of

the Applicants’ Application for Leave.

134.  Scotiabank has no knowledge of the grounds and material facts in paragraphs 1, 4, 24, 26

and 41 of the Applicants’ Application for Leave.

135. Except as otherwise admirted, Scotiabank denies the grounds and material facts in the

Applicants’ Application for Leave.
136.  Scotiabank requests that the proceedings be conducted in English.

137.  Scotiabank does not oppose the Applicants® request that the documents be filed in

electronic form.

138.  Scotiabank requests the right 10 make oral submissions with respect 1o this Application

for Leave.

Refcrence: .Judicial Review of Administrative Action in Canada, Donald J.M. Brown,
Q.C. and the Honourable John M. Evans, at pp. 10-7 t0 10-10
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